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1. Syfte och omfattning

Syftet med denna policy ar att ge vagledning for en ansvarsfull, sdker och etisk anvandning av
artificiell intelligens (Al), inklusive generativ Al, inom Kalix kommun. Policyn lagger grunden till att Al
anvands pa ett satt som starker kommunens verksamhet och foljer géllande lagar och etiska
principer.

Denna policy omfattar alla typer av Al-teknologier som anvands i kommunens verksamhet.

2. Allman inriktning

Genom att nyttja Al som ett stdd och komplement kan arbetsprocesser effektiviseras och kvaliteten
pa utfort arbete hojas, utover att forenkla i verksamheten kan detta i férlangningen bidra till att
forbattra servicenivan till medborgarna. Mojligheterna med Al &r manga och Kalix kommun ska ha en
positiv installning till Al som teknik, anvdandningen ska dock alltid praglas av transparens,
ansvarstagande och med informationssakerhet i fokus.

3. Tillamplighet

Policyn géller samtliga verksamhetsomraden inom kommunen. Tillampningen kan anpassas och
kompletteras efter verksamhetsbehov och forutsattningar, tex med riktlinjer, men alltid med hansyn
till dataskydd, sekretesslagstiftning, transparens och sédkerhet.

4. Etiska principer
Foljande etiska riktlinjer ska vara styrande vid anvandning av Al i kommunen:

e Rattvisa: Al-system far inte forstarka diskriminering eller snedvrida behandling av individer
eller grupper.

e Transparens: Det ska tydligt framga nar Al anvands som stéd vid beslutsfattande.

e Ansvar: Anvandning av Al ska ske med mansklig 6vervakning, beslut ska alltid fattas av en
manniska.

e Integritet: Anvandning av Al far inte krdnka individers personliga integritet.
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5. Ansvar

Kommunledningen ansvarar for att denna policy dr kand och tillampad. Uppdatering ska ske
vartannat ar eller vid behov, ansvaret for detta ligger pa IT-chef. Varje verksamhetschef ansvarar for:

e Policyimplementering i sin verksamhet.
e Riskbedomningar vid Al-anvandning.

e Dokumentation av anvandningsomraden

Ansvaret for att granska kvaliteten i Al-genererat material ligger hos den person som anvander
verktyget. Ingen Al fdr fatta beslut utan mdnsklig bedémning och slutligt godkédnnande.

Vid fragor om Al-verktyg kontaktas:

e [T-chef

6. Dataskydd och sakerhet

Kommunen vidtar féljande atgarder for att skydda personuppgifter och sdkerstilla efterlevnad av
GDPR:

e Anvandning av Al-verktyg som innebar behandling av personuppgifter ska foregas av en risk
och konsekvensanalys.

e Anvandare ska rapportera personuppgiftsincidenter kopplat till Al-verktyg enligt
verksamhetens gallande rutiner, aven kommunens dataskyddsombud och
informationssakerhetssamordnare ska informeras.

e Anvandare ska folja verksamhetens rutiner for hantering av kanslig eller sekretessbelagd
information.

Foljande datatyper far aldrig matas in i Al-verktyg:

e Personligt identifierbar information (t.ex. personnummer, elevakter)

e Kanslig information enligt GDPR och dataskyddsforordningen art 9 (t.ex. halsa, religion,
facklig tillhorighet)

o Konfidentiell information (t.ex. budgetdokument, krisberedskapsdokument,
upphandlingsdata)

e Information som ar sekretessbelagd i enligt med offentlighets- och sekretesslagen (OSL
2009:400) (t.ex. personutredningar)
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